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Welcome to UMHS!

This packet of information comes to you from the Medical Center Information Technology Department - MCIT.  Our mission is to empower the University of Michigan Health System employees with information technology resources that enable UMHS to be the premiere academic health system in the United States. We want you to have the best possible experience in your first few days on the job. These materials will help you access and understand computing resources at UMHS. 

Should you have any questions, please contact the MCIT Help Desk at (734) 936-8000, or visit our web site at www.med.umich.edu/i/mcit. 
The packet you are receiving today contains the following information:

Sealed Envelope Containing Your ID and Password Sets




You must have appropriate IDs and passwords to access computer systems at UMHS. Depending on the needs of your job, multiple password and ID sets may be required. There are three kinds of passwords: Level-1 (also known as your “Kerberos” password), Level-2 (also known as your “Novell” password), and other. 
· Level-1 is associated with the U of M Campus System and is also used for remote access to UMHS services. 
· Level-2 is associated with the U of M Health System and provides access to the Core Image workstations, hospital and medical applications and software, such as CareWeb, Novell File Services, GroupWise, etc.
· Some applications may require a third and separate password. 

You use the same uniqname with ALL of the passwords used to log in to UMHS computer systems.

UNIQNAME – At the University of Michigan, your Login ID or user name for access to all computing resources is most always referred to as your “uniqname” – your unique identifier.  You will always be asked to provide your uniqname when calling the MCIT Help Desk for assistance. 
If you have any questions about your ID and password sets, please call the MCIT Help Desk where our identity management team will be happy to help you!


 Understanding and Changing Passwords









This page explains the different types of passwords, when and where to use your uniqname and password sets, how to change your passwords, and several troubleshooting tips. 

The Keys to Patient Data 



This page offers guidelines for creating acceptable passwords and for maintaining hospital, office and 

computer security throughout UMHS.


Employee Security Responsibilities: Confidentiality of PHI 

MCIT has taken measures to secure electronic information in the computer systems you will use.     As a computer user and caregiver, you are an important link in our safeguards. This page provides important information on your responsibility in maintaining patient confidentiality and safeguarding Protected Health Information (PHI) both physically and electronically (referred to as “ePHI”).

Using Core Image Computers at the Hospital
This page provides quick tips on using the Core Image workstations at UMHS.

University of Michigan Standard Practice Guide on the Proper Use of Information Resources, 
Information Technology, and Networks 

This university policy describes the procedures for providing an atmosphere that encourages secure access to knowledge and sharing of information.

UMHS Email and Instant Messaging Services 
These pages will help you navigate “GroupWise,” our email and Instant Messaging service.


CareWeb Overview and UM-CareLink Overview
These pages provide a general overview of CareWeb, our web-based patient record system, and  UM-CareLink, the computerized provider order entry (CPOE) and medication management system used at UMHS.
 External Access to UMHS Computing Environment

This page explains how to access UMHS applications, file services and email outside of UMHS and from a non-Core Image workstation or laptop.
 -----------------------------------

 Frequently Used Websites


These websites do NOT use www:
· level1.med.umich.edu (access to CareWeb, file services, and Novell file services)

· mlearning.med.umich.edu (access to eLearning and educational services)
· med.umich.edu/i/mcit/pda (access to personal digital assistant site)
· careweb.med.umich.edu (CareWeb home page)
           These websites DO use www:
· www.med.umich.edu/i/ (UMHS internal home page or Intranet)

· www.med.umich.edu/i/mcit (MCIT home page)

· www.umms.med.umich.edu/msis/home/index.php (IT support for the UM medical school)


These websites work with or without www:
· mail.med.umich.edu (access to GroupWise email via the web)

· med.umich.edu/clinical (main clinical home page)

· med.umich.edu/i/carelink (UM-CareLink home page)

Again, we invite you to contact MCIT if you need assistance at (734) 936-8000.  We look forward to working with you during your employment with UMHS.  
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Understanding and Changing Passwords
MCIT understands that logging onto computers and remembering passwords can be difficult – that is why we try to make it as easy as possible. Look for the “keys icon” in the Start menu or taskbar of every Core Image workstation for helpful password resources. 

You should have received your ID and Password sets in this packet. If you did not, contact an authorized signer in your department.  To find out who is an authorized signer, talk to your manager or supervisor. 

You must have appropriate identification and passwords to access computer systems at the UMHS. 
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Depending on the needs of your job, multiple password and ID sets may be required. There are three kinds   of passwords: Level-1, level-2, and other. 
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What is the “Keys Icon”?

The “Keys Icon” is located next to the Start button in the taskbar of every Core Image XP workstation. By clicking the icon, you are directed to the “Level-2 Login” dialogue box where you can gain access to password resources, and change your profile, Level-1 and Level-2 passwords. 
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How Do I Change My Level-1 and Level-2 Passwords?

1. Click the “Keys Icon” located next to the  Start button. 

2. Sign on to the displayed “Level-2” login screen using your “uniqname” (user name) and Level-2 password.
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Once authentication has occurred, click the appropriate tab at the top of the screen. 
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In the first text entry box, type your current Level-2 password. 

5. Enter the new password you want for either Level-1 or Level-2 in the next text box below.
6. Retype that new password in the second text box.

7. Click “Submit Changes” and look for the “successful password change” popup window on the next screen.

8. Always log out of the application and close your Internet browser. 
Additional Password Resources
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For additional resources and an eLearning module with step-by-step instructions on how to change your passwords, select the “Help” tab on the Password Reset window. Choose one of three options: “How to Choose an Acceptable Password,” “Password Reset eLearning Module” or “University Guidelines on Choosing Your New Password.” 
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                                        The Keys to Patient Data
All of the guidelines listed below will be enforced when using the keys icon to change passwords as directed. 

·  Passwords must be 6-8 characters in length
       ( The first character of the password muse be a letter

·  The new password cannot be the same as previous    ( Passwords may not contain your Login ID or your 

passwords or passwords you use for other accounts      first or last name

Account Tips

·  You need to sign in at least once a month to maintain an active account

· If you change departments within UMHS, be sure to save your personal files before leaving your old position, as they will not be moved to your new department
Tips for Creating a Secure Password

·  Make your password easy for you to remember   
( Use the first letters from a line of a song or verse

·  Add numbers
( Example – Humpty Dumpty sat on a wall

·  Password – hd3so6aw
( Password – hdsoaw

Avoid Using the Following Types of Passwords

·  Phone numbers
( Names of people

·  Words with vowels removed
( Repeated words (happyhappy)

·  Dictionary words/simple word transformations
( Keyboard sequences (qwert, ghjkl)

·  Anything that might be guessed by someone who
( Sequence of three or more characters, forward or

knows you
   backward (123, 321, abc, cba)

General Security Issues

Hospital Security:
Office Security:

·  Follow the proper rules for visitors and vendors
( Log off from your PC when you leave your desk.
coming into secure areas.
( Shred reports that contain patient information.
·  Don’t talk about patients or patient information in the 
( Don’t print patient data to the printer and leave it  
hallways, elevators, etc. 



           at the printer.
·  Don’t talk about patients or patient info when away  
( Lock up printed patient information when you are
from the hospital.





not using it or when you are away from your desk.
·  Wear your ID at all times when on hospital property.
 

·  If you see someone with a badge in a secure area, ask to help him or her.
·  If you are unsure about any visitor’s purpose in your area, contact security.
Computer Security Incidents

A computer security incident is any event that impacts or potentially could impact UMHHC’s ability to deliver  on the mission.

Security Incident Escalation Procedures

All incidents must be reported to the MCIT Help Desk (936-8000) immediately. A Remedy ticket will be created and the Help Desk is trained on how to handle each incident based on its priority.
Contacts to Get Answers to Your Security Questions:
MCIT Help Desk: 936-8000

Reminder: Security and confidentiality of patient information and UMHHC assets is the responsibility of all employees, contractors, temps, and interns.  Remember that patient care information is the property of the patient.  UMHHC is the steward or caretaker of the information and the owner of the medium of storage.
Employee Security Responsibilities: Confidentiality of PHI

[image: image24.jpg]eicome to the
W(:Iinicachome Page @- Q@WC’%

New! CareWeb Document Im,_ing Training Module




You are responsible for ensuring that UMHHC patient information or “Protected Health Information” (PHI) is kept confidential.

What is PHI? 
· Medical records, including data recorded on paper, microfilm, or computer database. 
· Multimedia representations

· Administrative data

· Business or financial records

Access to Patient Information is Determined by the Need to Know

The Need to Know:  Necessary to fulfill the mission or charge of the UMHHC and its clinical staff, employees, trainees, students, volunteers, or vendors to provide quality patient care, education, and research. 

Examples of the Need to Know:

· Rendering care to specific patients
· Billing and collecting for services

· Financial analysis

· Provision of educational materials, given at the direction of treating physicians

Examples of Inappropriate Use:

· Providing passwords to non-UMHS staff

· Disseminating knowledge of who is at the hospital

· Using personal patient information to make employment decisions

· Accessing employee medical information to check up on employees

· Using the Information Technology resources in ways that interfere with use by other users

· Using games on the servers

· Using email to harass or threaten other users

· Sending chain messages

· Sending illegal material such as pornographic or obscene messages, images, recordings, etc. 

· Accessing another user’s electronic mailbox or reading someone else’s email without his/her permission

Examples of Appropriate Use:

· Include as intended use: schoolwork, communicating with family and friends, and information gathering not related to school assignments but for self-awareness

· Using only the “uniqname” and UMHS System IDs assigned to you by the University of Michigan

Release of Patient Information Outside of UMHHC:

Restricted to those with a legal right to know

How to Get Access to Applications, Systems, and Networks

Your manager (or other authorized signer) will submit a Remedy AR (Account Request) ticket to obtain access to the applications, systems and networks required for you to perform your job. 
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Using Core Image Computers at the Hospital

Core Image Computers
MCIT strives to deliver operational excellence; this includes your computer experience. To that end, the Core Image workstation was created. The Core Image workstation combines standard hardware, standard software, and applications specific to your work area to provide you with a secure and supportable workstation to meet your computing needs. MCIT manages all Core Image computers throughout UMHS by providing automated software installation and updates. Support is made possible by this standardized environment.
What Do I Need to Know about the Core Image?

· All Core Image workstations are supported by MCIT – call the Help Desk at (734) 936-8000 with any problems.
· All Core Image workstations will look and feel similar because they are standardized.
· All Core Image workstations receive anti-virus and other updates throughout the day and night and should never be turned off unless instructed by an MCIT employee.
· Core Image workstations come in different configurations called “modes” based on the security and workflow needs of the customer area (examples of modes: private, public, clinical, or mobile).

Why Am I Required to Log In to Every Workstation?

· The best way to secure access to electronic PHI and other data is to require users to log in to computers which have access to network resources and services.
· Logging in ensures that only those with the need for UMHS data can access it.
· Logging in allows access to personal and business-related files on the network, including Internet Explorer “favorites” (bookmarked websites).
· HIPAA requires authentication of UMHS employees to the workstation to maintain an auditable record of computer and data access (i.e. audit trail).
How Do I Identify a Core Image Workstation?
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9 out of 10 PC workstations are Core Image. Macintosh workstations are not. All Core Image workstations have this icon in their Start Menu: 

After logging in to a Core Image workstation, click the “Start” button to see this icon and option.
Across the top of your screen is the Clinical Launchpad for accessing CareWeb and UM-CareLink. 
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Logging Off from Your Core Image Workstation

Make sure you always log off your workstation when you have finished working. Be sure to save your work prior to logging off.  Failure to do so may result in a loss of data. 
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To log off, click the gold X at the far left of the Clinical Launchpad.
Note: on some workstations, the X may appear to be orange or even red in color.    
Clicking the gold X will close all applications and files and is more secure than selecting the Log Off option from the Start button.
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SECTION: 


General University Policies and Procedures 


Number: 601.7 

Revised: 12/5/02 

SUBJECT: 


Proper Use of Information Resources, Information 

Date Issued: 5/25/90 

Technology, and Networks at the University of 

Review Date: 12/5/04 

Michigan 






Attachment(s) 0 

APPLIES TO: 

All Faculty and Staff 

ISSUED BY: 
Provost and Executive Vice President for Academic Affairs
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I. 
Policy 
It is the policy of the University to maintain access for its community to local, national and international sources of information and to provide an atmosphere that encourages access to knowledge and sharing of information. 

It is the policy of the University that information resources will be used by members of its community with respect for the public trust through which they have been provided and in accordance with policy and regulations established from time to time by the University and its operating units. As a member of the University community, you may not assume another person’s identity or role through deception or without proper authorization. You may not communicate or act under the guise, name, identification, email address, signature, or indicia of another person without proper authorization, nor may you communicate under the rubric of an organization, entity, or unit that you do not have the authority to represent. (See SPG section 601.19) 

In accordance with the above policies, the University works to create an intellectual environment in which students, staff, and faculty may feel free to create and to collaborate with colleagues both at the University of Michigan and at other institutions, without fear that the products of their intellectual efforts will be violated by misrepresentation, tampering, destruction and/or theft.
Access to the information resource infrastructure both within the University and beyond the campus, sharing of information, and security of the intellectual products of the community, all require that each and every user accept responsibility to protect the rights of the community. Any member of the University community who, without authorization, accesses, uses, destroys, alters, dismantles or disfigures the University information technologies, properties or facilities, including those owned by third parties, thereby threatens the atmosphere of increased access and sharing of information, threatens the security within which members of the community may create intellectual products and maintain records, and in light of the University’s policy in this area, has engaged in unethical and unacceptable conduct. Access to the networks and to the information technology environment at the University of Michigan is a privilege and must be treated as such by all users of these systems. 

To ensure the existence of this information resource environment, members of the University community will take actions, in concert with State and Federal agencies and other interested parties, to identify and to set up technical and procedural mechanisms to make the information technology environment at the University of Michigan and its internal and external networks resistant to disruption. 
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In the final analysis, the health and well-being of this resource is the responsibility of its users who must all guard against abuses which disrupt and/or threaten the long-term viability of the systems at the University of Michigan and those beyond the University. The University requires that members of its community act in accordance with these responsibilities, this policy, relevant laws and contractual obligations, and the highest standard of ethics.
II. 
Regulations 
Though not exhaustive, the following material defines the University’s position regarding several general issues in this area.1 

The University characterizes as unethical and unacceptable, and just cause for taking disciplinary action up to and including non-reappointment, discharge, dismissal, and/or legal action, any activity through which an individual: 
A.  violates such matters as University or third party copyright or patent protection and authorizations, as well as license agreements and other contracts, 

B.  interferes with the intended use of the information resources, 

C.  seeks to gain or gains unauthorized access to information resources, 

D.  without authorization, destroys, alters, dismantles, disfigures, prevents rightful access to or otherwise   interferes with the integrity of computer-based information and/or information resources, 

E.  without authorization invades the privacy of individuals or entities that are creators, authors, users, or subjects of the information resources. 

This policy is applicable to any member of the University community, whether at the University or elsewhere, and refers to all information resources whether individually controlled, or shared, stand alone or networked. Individual units within the University may define “conditions of use” for facilities under their control. These statements must be consistent with this overall policy but may provide additional detail, guidelines and/or restrictions. Where such “conditions of use” exist, enforcement mechanisms defined therein shall apply. Where no enforcement mechanism exists, the enforcement mechanism defined in the Guidelines for Implementing the Proper Use Policy of the University of Michigan: Responsible Use of Technology Resources shall prevail. Disciplinary action, if any, for faculty and staff shall be consistent with the University Standard Practice Guides and the Bylaws of the Regents of the University. Where use of external networks is involved, policies governing such use also are applicable and must be adhered to.
----------------------------------
1 Information resources in this document are meant to include any information in electronic or audio-visual format or any hardware or software that make possible the storage and use of such information. As example, included in this definition are electronic mail, local databases, externally accessed databases, CD-ROM, motion picture film, recorded magnetic media, photographs, and digitized information such as the content of MIRLYN.

UMHS Email and Instant Messaging Services 

[image: image30.jpg]Profle | Level2 | Levett | Hep ]
Click on the inks below.

Help

How to Choose an Acceptable Password

M Level-2 Password Reset eLearning Module

University Guidelines on choosing your new password

Level2

lovell | GroupWise / LDAP / AD / Mainframe / CareWeb




MCIT provides email to all UMHS faculty and staff.  Our email program is called “GroupWise.”

Accessing GroupWise for Email 
From any Core Image workstation, click the GroupWise icon (the globe with an arrow around it) on the taskbar or click the Start button and select GroupWise. 

Logging In

1. In the GroupWise Startup window, enter your User ID (uniqname)

2. Press the TAB key
3. Enter your Level-2 password (case sensitive)
4. Press the OK button
Screen Components and Toolbars

When you start GroupWise, several folders are displayed automatically in the main window as described below:
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 New Mail – create a new message to send by clicking this icon in the toolbar 
Remember:

· Mail is encrypted only when sending within the GroupWise system.
· Protected information may not be sent to outside email accounts – including U of M campus email.     It is not secure!
GroupWise Messenger 

· GroupWise also provides an Instant Messaging program that performs like most other IM applications.

· Unlike other IM applications, GroupWise IM is secure and may be used for communicating patient information within UMHS. 

To Access GroupWise Messenger:

1. Click Start/Programs/GroupWise Messenger

2. Enter your user name (uniqname) 

3. Enter your Level-2 password
UMHS Email and Instant Messaging Services – cont’d 


Mail management
Routinely deleting old mail messages, tasks, appointments, phone messages, and notes that are no longer needed helps the entire email system run more smoothly and faster. In addition to the mail​box, containers that need regular cleanup are SENT ITEMS, WORK IN PROGRESS and any personal folders you might create. It is recommended that you delete or archive old items once a week.
Note:

· Sent messages are deleted after 180 days unless archived
· Deleted email (Trash) is deleted after five days
· Remote access to email is available at this URL: http://mail.med.umich.edu 
You can log in to GroupWise email from home or an off-site location using your user name (uniqname) and Level-2 password

Never open attachments in email that you did not request or that come from a sender that you do not recognize. Your email system helps by filtering known types of spam and viruses, but cannot filter all of it without also inhibiting the flow of important information.

Additional Resources 
Refer to the Training Tab in the GroupWise web client:  http://mail.med.umich.edu 
Authentication is required and you will be asked to enter your user name (uniqname) and Level-2 password. 
Find out how to archive email, schedule appointments in the calendar, create subfolders, save a back up of your email etc.
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Responsible Use Guidelines
As stated in the University of Michigan Information Technology Policies and Guidelines in the Standard Practices Guide “electronic mail and computer files are considered private to the fullest extent permitted by law. Ordinarily, access to electronic mail or computer files requires permission of the sender/recipients of a message or the owner of the file (the person to whom the account ID was assigned), court ordered, or the actions defined by law. In the event of a University investigation for alleged misconduct, e-mail or files may  be locked or copied to prevent destruction and loss of information.”
                                        CareWeb Overview

CareWeb is the web-based clinical patient record system developed at UMHS specifically for use by clinicians and clinical support staff. It provides rapid access to patient data from a wide variety of clinical systems, including lab, radiology, registration, medical records, cardiology, neurology, and others. Most Information in CareWeb is as "real-time" as possible; data drawn from source systems is available in CareWeb within seconds of posting to the source systems.
CareWeb is accessed through the web, using a browser such as Internet Explorer. It is NOT on the Internet. Rather, it is on the UMHS Intranet, a network available only to UMHS users. In addition to many data inquiry functions, CareWeb contains a growing number of data entry features, including patient problem summary lists, immunization records, and on-line edit and signature of dictated documents.

CareWeb is a dynamic application, created in two separate frames - a blue frame on the left side that contains the navigation buttons, and a larger frame on the right that displays data. 
· Buttons on the CareWeb login screen:
· Help – menu of instructional topics which can be displayed and printed
· New Projects – links to information about recent enhancements, upcoming changes, and request process
· References – links to clinical references online
· FAQs – frequently asked questions and their answers

· Buttons available from the navigation frame after logging in to CareWeb:
· Help – menu of instructional topics, which can be displayed and printed; same as the Help button on the login screen
· References – links to clinical references online; same as the References button on the login screen
· Logout – close an open CareWeb session (closing the browser window does not close the current session)

· Support – link to online form to report problem or submit a request
· Buttons available from many of the function screens in the right frame after logging in to CareWeb:

· Question mark button – function-specific Help information (e.g., on the Lab results screen, this button brings up a window with Help information for the Lab Results Viewer)
CareWeb Access
· Internal URL: careweb.med.umich.edu (also available from buttons and links on the UMHS Clinical Home Page and UMHS Internal Home Page) 

· Dial-in phone number for CareWeb and other UMHS internal pages for those with access authorization: (734) 213-3056

· CareWeb may also be accessed remotely by those with authorized permission using Level-1 remote access procedures. See the last page of this packet for details.
                                        UM-CareLink Overview
UM-CareLink is the UMHS computerized provider order entry (CPOE) and medication management system that allows clinicians and caregivers to:

· Electronically order tests, procedures, and medications 

· Streamline clinicians' workflow 

· Maintain clinicians' worklists and nursing medication documentation 

· Receive decision support information about drug interactions and patient allergies 

· Speed the ordering process by connecting caregivers online 

· Improve the quality and safety of inpatient care in our Health System. 

UM-CareLink is the online management system for medication orders, lab tests, X-rays, imaging scans, biopsies and numerous other diagnostic and therapeutic procedures. It ties into other existing systems including CareWeb and the Pharmacy's WORx system.

UM-CareLink addresses medication errors, the largest patient safety concern in hospitals nationwide. Electronic ordering and filling of prescriptions eliminates the risks associated with written orders and multiple “hand offs” of information from one provider to the next. Electronic ordering also reduces the time it takes to get medication from the hospital pharmacy to the patient's bedside.
UM-CareLink Access
· Internal URL: med.umich.edu/i/carelink (also available from buttons and links on the UMHS Clinical Home Page and UMHS Internal Home Page) 


· For UM-CareLink support, call (734) 936-2222.
· If you have a UMHS "Core Image" laptop outside of the UMHS network, you may connect through the UMHS VPN and run UM-CareLink from the LaunchPad.
· If you are not using a UMHS "Core Image" computer, UM-CareLink may be accessed remotely by those with authorized permission by using Citrix. Citrix is a terminal server system technology that allows remote access. See the last page of this packet for details. 
External Access to UMHS Computing Environment 


MCIT’s Checkpoint VPN (virtual private network) client provides secure and encrypted communications between UMHS networks. The VPN client is standard on Core Image computers. The VPN executable client may be requested by submitting a ticket to the MCIT Help Desk. With this, you can securely access UMHS IT resources from home or a remote location using a non-Core Image workstation or laptop. These services include Novell file services, UMHS Intranet, UM-CareLink, CareWeb, MLearning and GroupWise email. 


Once you install the VPN application, a little key will appear in your taskbar.

Right-click to connect and you will authenticate to the VPN network using your uniqname and Level-1 password.  The red X will disappear from the key to show you are connected. 

Level-1 Remote Access – for CareWeb and Novell File Services

· Enter this URL in your browser: http://level1.med.umich.edu OR
· Enter this URL for the UM Health System home page: http://www.med.umich.edu and click the link to Level 1 Access at the bottom of the page. 


The UMHS Level 1 Authentication Service page will display. 
Step 1:
Enter your uniqname and press  the Submit button
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Step 2: 

In the next window, enter your Level-1 ‘Kerberos’ password and press Authentication.
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Step 3:  Select the Standard Sign-on radio button and press Submit.




You will be able to access the files on your personal H drive and the shared S drive if you select Novell Web Based File Access. 

Access to the other applications in the list is limited and dependent upon your authorization. Talk to your supervisor for further information.

To access any of these applications, you will need to authenticate a second time using your Level-2 or other password depending on the selection.

Note: You need to be running the latest version of Java for MLearning to work properly! 
Go to this site to test your Java installation: http://www.java.com/en/download/help/testvm.xml
External Access to UMHS Computing Environment 
– cont’d 


Citrix Remote Access – for UM-CareLink

· Enter this URL in your browser: http://www.med.umich.edu/carelink/remoteaccess.html 
· Your authorization will be confirmed using your uniqname and Level-1 password, and you will redirected to the Citrix URL: https://citrix.med.umich.edu where you will download the Citrix application.  

· You will enter your Level-2 password to proceed. You will need to authorize installation of additional software, namely Java and ActiveX controls. 

· Once completed, the Citrix desktop will display and show the Clinical Launchpad across the top of your screen. With the Launchpad, you may access both UM-CareLink and CareWeb directly. 

· Be sure to save all data, close all applications, and log out by clicking the gold X on the Launchpad.
Remote Access to GroupWise Email
· Go to this URL: http://mail.med.umich.edu to log in to your GroupWise email from home or an off-site location using your uniqname and Level-2 password. VPN is NOT needed to access GroupWise.
For assistance on any of these services, contact the MCIT Help Desk at (734) 936-8000 or at 6-8000 from any inside line.  You may also send an email to us at UMHS-Helpdesk@med.umich.edu
TABS





Trash – contains items you delete for five days





Cabinet – holds messages you file for storage





Checklist Folder – holds a list of your tasks to be done





Work in Progress – keeps drafts of unsent messages until you are ready to send them

















Contacts – keeps an address book of all your frequent contacts





Calendar – contains your calendar which stores information about your appointments, notes, and tasks





Sent Items – contains copies of the messages you send





Mailbox – contains incoming messages








MCIT                                                       Michigan Traditions and Values Weekly On-boarding
            Page 1 of 15

